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HKMA Warns of Fake Bank of China Webpage

<web-link for this article>

The Hong Kong Monetary prrpgremmes
Authority (HKMA) has warned esleeck e - S
about a fraudulent webpage | .
"http://www.groupbochk.com". |

The webpage, which was still i

accessible at the time of writing, |

mimics the login page of thei

Bank of China (Hong Kong) | Number:

ly

wB + A S S | =

BOC Group

Enter your Account Number and PIN
below!

Limited (BOCHK) site. PIN :

Victims should contact BOCHK

at 3988 2388 and any local

Police Station or the Cyber

Security and Technology Crime

Bureau of the Hong Kong Police Force at 2860 5012.

More information

Fraudulent website: http://www.groupbochk.com

Suite C & D, 8/F, Yally Industrial Building
6 Yip Fat Street, Wong Chuk Hang, Hong Kong
Tel: 2870 8550 Fax: 2870 8563

"

— E-mail: info@yuikee.com.hk
HEEHMEBRETERLA
R T gy hup://www.yuikee.com.hk/

Yui Kee Computing Ltd. -1- June 2015


http://www.hkma.gov.hk/eng/key-information/press-releases/2015/20150615-3.shtml
http://articles.yuikee.com.hk/newsletter/2015/06/a.html
mailto:info@yuikee.com.hk

http://'www.yuikee.com. hk/

*Security Software sInformation Security

Support & SECUI'itY Consultancy
= Aqt=Vrg Monitormg
=Anti-Spam Your *Ethics, Safety &
x * Secmrity
“Encryption Peace of Mind
_ Is Our )
E-Learning  commimmensr  Education
«Content & *Froject Development
Corrictlum & Management
Development

sEincational Software
*Traiming [nstribmtion

http:fleducation.yuikee.com.hk/

Yui Kee Computing Ltd. -2- June 2015



	Contents
	HKMA Warns of Fake Bank of China Webpage

